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Abstract
In this study, we examine connective protest mobilization and suppression during the 
2021 protests in Russia. We use time series analysis to study the dynamic interplay 
between the pro-Navalny movement and pro-government countermovement on 
Twitter, complemented by network analyses of co-retweeting networks to assess the 
movements’ coordination patterns. Findings show that pro-Navalny accounts were 
more active and coordinated within more centralized Twitter networks than pro-
government accounts. Contrarily, the pro-government camp employed preventive 
communication tactics and coordinated in more clustered networks. Granger causality 
tests reveal that pro-Navalny tweeting activity triggered increased pro-regime reaction 
during the largest protests on 23 January and 21 April, whereas pro-government tweeting 
activity caused the escalation of pro-Navalny reaction during the 14 February protests. 
Both sides’ tweeting activity decreased after the February protests, presumably due 
to external repression. These findings contribute to a deeper understanding of online 
mobilization and coordination strategies via social media in authoritarian contexts.
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Introduction

The scholarly discussion on social media’s role in political protests within authoritarian 
regimes unfolds as a dynamic dialogue between two distinctive perspectives. One under-
scores the empowering capacity of social media for protest mobilization, including infor-
mation sharing, coordination during demonstrations, or internationalization of protests 
(e.g. Bruns et al., 2013; Lotan et al., 2011; Tufekci and Wilson, 2012; Tucker et al., 
2016). The other focuses on the suppressive uses of social media or digital repression 
techniques, such as content filtering, online propaganda, disinformation, or digital sur-
veillance (e.g. Earl et al., 2022; Feldstein, 2021; Hellmeier, 2016; Morozov, 2011; Xu, 
2021). Taken together, they point to the anticipated “cat-and-mouse dynamics” between 
citizens and governments due to technological change (Kendall-Taylor et al., 2020: 115), 
highlighting the need for empirical investigation of this phenomenon.

Our study contributes to both strands of literature by employing Bennett and 
Segerberg’s (2013) connective action framework to conceptualize and examine protest-
related action and counteraction in an authoritarian context. Specifically, we aim to inte-
grate social media’s potential to both empower and constrain protests that can influence 
the development of a protest movement in a repressive regime. Moreover, we investigate 
the role of coordination in connective action, discerning three related yet distinct charac-
teristics of coordinated networks: synchronization, centralization, and modularity. These 
characteristics provide valuable insights into different mobilization strategies and net-
worked organization logics within social media platforms. In authoritarian settings, 
where participation in protest movements is associated with risks, understanding the 
scope of coordination for both protest and repression purposes is crucial. This aspect has 
not received sufficient scholarly attention thus far, and our study aims to push forward 
the discussion by employing a case study approach.

We examine the dynamics of the 2021 Russian protests on Twitter, with particular 
attention to the interplay between online activism and offline events, as well as the coor-
dination efforts in the pro-Navalny and pro-government camps on the platform. To this 
end, we employ two distinct methodological approaches. First, we conduct a time series 
analysis to investigate how the tweeting patterns of pro-Navalny and pro-government 
accounts relate to protest events and each other. Second, we employ network analysis to 
understand the characteristics of coordinated networks of both camps on Twitter. Our 
study aims to comprehensively examine these dynamics within a single framework, 
which we believe has not been attempted before. Moreover, our methodological contri-
bution includes the development of a tool that can identify coordinated networks based 
on digital traces. Through our analysis, we hope to provide valuable insights into evalu-
ating counter-dynamics of digital protest and repression, ultimately contributing to a 
more nuanced understanding of connective action in authoritarian contexts.
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Connective action and connective counteraction

Research on information communication technologies and protest has identified various 
categorizations of protest organization methods enabled by digital media. This study 
relies on the widely recognized analytical framework of connective action proposed by 
Bennett and Segerberg (2013), which we find applicable to the complex nature of pro-
tests in authoritarian settings. The framework encompasses three forms of action that can 
be viewed as broad analytical categories: (1) organizationally brokered collective action, 
(2) organizationally enabled connective action, and (3) crowd-enabled connective action, 
where the former follows a more conventional protest organization logic and the latter 
two utilize digital media as an essential tool for network-building and participation 
(Bennett and Segerberg, 2013).

Specifically, organizationally brokered collective action is characterized by strong 
organizational coordination, social technology use by organizations for coordination, 
collective action frames, organizational management of social networks, and organiza-
tions in the foreground (Bennett and Segerberg, 2013). On the other hand, organization-
ally enabled connective action features loose organizational coordination of action, 
provision of social technology by organizations, organizationally generated inclusive 
personal action frames, organizational moderation of personal expression, and organiza-
tions in the background in loosely linked networks. Finally, crowd-enabled connective 
action is distinguished by little or no formal organizational coordination, large-scale per-
sonal access to social technologies, inclusive personal action frames, sharing personal 
expression over social networks, and shunning the involvement of organizations by 
crowd networks.

This analytical lens has been applied to study social media-enabled network forma-
tion and organization of various protest movements worldwide. Relevant to our case, 
Toepfl (2018) scrutinized previous large-scale Russian protests of 2011–2013 and 
found that the protests initially utilized organizationally enabled connective action, 
with activists heavily leveraging digital media. However, the protests eventually tran-
sitioned into more conventional organizationally brokered networks where digital 
technologies played a less significant role. This insight is crucial since it emphasizes 
the dynamic nature of protest movements and the framework’s applicability to differ-
ent movement stages. Nevertheless, the connective action framework has not yet been 
utilized to simultaneously examine counteractive networks aimed at suppressing pro-
tests, especially in authoritarian settings.

Authoritarian governments have adapted to using digital tools to prevent protests, 
suppress dissent, and endorse regime supporters (e.g. Feldstein, 2021; Weidmann and 
Rød, 2019). Such efforts require the involvement of different actors, ranging from state 
agents tightly connected with political officials to private agents operating autonomously 
(Earl et al., 2022). Ordinary citizens may also voluntarily engage in digital campaigns 
supporting the status quo. Research indicates that individuals, especially those from dis-
advantaged groups, often justify and defend their political system, even when it goes 
against their interests (Jost et al., 2004). Therefore, the emergence of connective counter-
action networks in response to protesters’ connective action is a logical and anticipated 
phenomenon in authoritarian settings.
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Counteractions may take the form of “political astroturfing—a campaign in which 
participants appear to be part of a genuine grassroots movement or sentiment, while it is 
in fact orchestrated centrally and top down” (Keller et al., 2020: 1). They can also involve 
ordinary citizens encouraged by pro-government organizations, such as political parties, 
government-owned institutions, or companies. In addition, genuine bottom-up grass-
roots movements may emerge from individuals who genuinely support the government 
and justify the regime. Thus, Bennett and Segerberg’s (2013) connective action frame-
work can be employed to analyze such counteraction networks, whether they are organi-
zationally brokered by the government or related organizations, organizationally enabled 
when the government or related organizations only endorse existing supporters, or self-
organized by dispersed regime devotees.

It is worth noting that while our study applies this framework to analyze pro-regime 
and pro-opposition networks in an authoritarian setting, connective counteraction can 
also occur in polarized democracies. For example, a protest movement advocating for 
the expansion of rights for historically disadvantaged groups may prompt a counter-
movement aiming to preserve the status quo and suppress opposition. Conversely, a 
movement against social change may encounter a countermovement advocating for it. 
The distinctive aspect of an authoritarian context lies in restricted political freedoms, 
which limit protesters’ abilities to mobilize widespread support and coordinate actions.

Characteristics of coordinated networks

In the connective action framework, all three categories of network organizations involve 
different degrees of coordination, as discussed earlier. Coordination has been studied as 
a beneficial strategy for organizing and empowering political protests through various 
affordances of social media (e.g. Barberá et al., 2015; Bennett and Segerberg, 2013; 
Bruns et al., 2013; Earl and Kimport, 2011). Notably, using specific hashtags for coordi-
nation has been found to increase the scale of protests the next day (Steinert-Threlkeld 
et al., 2015). More recently, coordination has also been studied as a malicious strategy 
used for manipulating opinion and spreading disinformation (e.g. Giglietto et al., 2020b; 
Howard et al., 2018; Marwick and Lewis, 2017). In authoritarian contexts, it can also be 
employed strategically to divert attention from collective action and the accompanying 
grievances (King et al., 2017).

While recent discussions highlight malicious motivations behind coordinated behav-
ior on social media, we argue that coordination can serve both connective action and 
counteraction, encompassing both mobilizing and repressive purposes. Therefore, we 
adopt a neutral definition of coordination: “the act of making people and/or things 
involved in organized cooperation” (Giglietto et al., 2020b: 6). Within the connective 
action framework, coordination degree reflects the involvement of organizational actors 
in the underlying networks, making the structural characteristics of these networks a 
defining element of the type and even outcome of connective or collective action (Bennett 
and Segerberg, 2013).

In this study, we propose focusing on three related but distinct characteristics of 
coordinated networks: (1) synchronization, (2) centralization, and (3) modularity. 
Synchronization refers to the proportion of social media accounts involved in 
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coordinated action over a period of time. It assesses the extent to which social media 
posts result from organized coordination and the efficiency of coordinated action. 
High levels of synchronization within short time windows suggest intensive coordi-
nation and substantial organizational involvement to carry it out. Centralization 
measures the extent to which a coordinated network is dominated by a single actor 
based on its position in the overall network. High centralization scores reflect the 
presence of highly involved leaders orchestrating coordination. Modularity is another 
feature that assesses the degree to which a coordinated network is structured into 
smaller subnetworks or communities. High levels of modularity within short time 
windows may suggest the involvement of multiple teams participating together in 
coordinated behavior.

Together, these characteristics can provide insights into the nature of connective 
or collective action. For example, a crowd-enabled network would have low levels 
of synchronization, centralization, and modularity, as grassroots mobilization is 
decentralized and “travels easily across large and diverse populations” (Bennett and 
Segerberg, 2013: 37). Contrarily, high levels of synchronization, centralization, and 
modularity would indicate a more conventional collective action, since they rely on 
strong organizational coordination and place greater emphasis on interpersonal net-
works (Bennett and Segerberg, 2013). Finally, moderate centralization and modular-
ity would suggest an organizationally enabled network structure with potentially 
varying degrees of synchronization.

Pro-Navalny and pro-government mobilization on Twitter

We apply these measures to Russia’s 2021 pro-Navalny protest movement, a significant 
milestone in the struggle for political change within a highly affluent repressive regime. 
On 23 January 2021, tens of thousands of protesters gathered in Moscow, St Petersburg, 
and across Russia to rally in support of the arrested opposition activist Alexei Navalny. 
The preparations for these large-scale demonstrations began just a few days before when 
Navalny and his team called on their supporters to take to the streets via social media. 
Although the government warned against attending the rallies, the call spread nationwide 
and was endorsed by thousands online. However, pro-government actors and organiza-
tions used the same social media platforms to discourage the public from attending the 
rallies. Thousands of trolls and bots targeted opposition figures and independent Russian 
media online to hinder their work and contain the protests (Baklanov, 2021; Sobol, 
2021). Despite these obstacles, the demonstrations repeated on 31 January and 2 
February, continued in courtyards on 14 February, and culminated in nationwide street 
protests on 21 April.

The protests unfolded during the COVID-19 pandemic, which saw increased use of 
digital media due to physical social distancing and self-isolation measures. This made it 
inevitable for protesters to use social media for mobilization while the regime attempted 
to suppress dissent online. After the 2011 large-scale protests enabled by social media, 
Russian authorities intensified efforts to regulate the Internet, which resulted in increased 
risks associated with expressing anti-regime views on social media (Lonkila et al., 2021). 
Although various social networking sites were still available in 2021, the choice of 
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platform for mobilization was a safety concern for anti-regime activists. Navalny and his 
team utilized various platforms where they had previously gained a substantial follow-
ing, including globally recognized Twitter, Facebook, Instagram, YouTube, Telegram, 
and TikTok, as well as Russian-based VKontakte and Odnoklassniki (Glazunova, 2022). 
However, Russian-based platforms pose higher risks for the broader public than foreign 
social media that do not store user data in Russia. Foreign platforms offer lower-risk 
infrastructure and a favorable environment for leadership-critical publics, allowing users 
to explicitly voice their criticism toward the country’s political leadership (Toepfl, 2020). 
In contrast, local social media services such as VKontakte or Odnoklassniki are known 
for sharing personal user data with the government (Poupin, 2021), deterring leadership 
critics and attracting regime supporters or politically disengaged individuals.

While global messengers like Telegram have gained increasing importance for mobi-
lization in Russia, Twitter stood out as a significant concern for the government, as evi-
denced by its deliberate slowdown by authorities in March 2021 (Xue et al., 2021). 
Despite its relatively modest user base in Russia, totaling 4.65 million users in 2021 
(Statista, 2023), Twitter serves as an important platform for both pro-government and 
oppositional groups involved in political discourse (Spaiser et al., 2017). Notably, at the 
time of Navalny’s detention, his Twitter account had 2.41 million followers, while his 
team’s account had over 130,000 (Navalny, 2021; Team Navalny, 2021). Considering 
that digital repression tactics within this leadership-critical environment may differ from 
those employed on other platforms, Twitter is particularly noteworthy for examination. 
Specifically, it offers a unique opportunity to explore the dynamic interplay between 
online protest and repression, especially given that the public data could be obtained in 
full via the Twitter application programming interface (API) for academic research. 
Thus, this article focuses on pro-Navalny and pro-government actions observable on 
Twitter.

Based on the discussion above, we raise the following research questions:

RQ1: How do the tweeting patterns of pro-Navalny and pro-government accounts 
relate to protest events and each other?

RQ2: What are the synchronization, centralization, and modularity characteristics of 
pro-Navalny and pro-government coordinated networks on Twitter?

Method

Data collection

We collected Twitter data through Twitter API v2 for Academic Research,1 which pro-
vided access to the Twitter full-archive endpoint (Tornes, 2021) starting in April 2021. 
The initial data included Russian-language tweets with protest-related hashtags pub-
lished from 1 January to 18 December 2021 (when we stopped data collection due to the 
fading of protest-related tweets). To identify relevant hashtags, we manually monitored 
Twitter trending topics in Russia daily, starting on 17 January 2021 (the day when 
Navalny was arrested). To this end, we used the list of trending topics provided by 
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Twitter’s website, occasionally supplemented by references to News and Trending 
Topics in Russia (2021). Russian-language hashtags connected to the protest movement 
were then used as search queries to collect data from Twitter. The rationale behind this 
approach was to obtain posts meant to be seen by users based in Russia.

The hashtags were arranged into two groups, pro-Navalny or pro-government, 
depending on their framing and the messages tweeted alongside them. Once we had col-
lected data using these hashtags, we identified the 300 most retweeted tweets from both 
data sets and extracted additional protest-related hashtags from them for further data 
collection. Overall, we collected 729,246 pro-Navalny tweets and 41,642 pro-govern-
ment tweets using all identified hashtags (see Supplemental Appendix A for details).

We further systematically validated random samples of 500 tweets from each pro-
Navalny and pro-government data set by assessing their relevance to protests and align-
ment with the stance expressed via the hashtags. The results suggest that the proportions 
of potentially irrelevant or contradictory tweets are below 5% in both data sets, and the 
average number of co-retweets they gained is insignificant, as tested with Welch’s T-tests 
(see Supplemental Appendix B).

Data analysis

To address RQ1, we examined the time series of pro-Navalny and pro-government 
Twitter communication throughout the protest movement.2 We analyzed peaks and 
troughs with regard to the offline protest events and government actions reported by veri-
fied news media. In addition, we provided examples of the most retweeted tweets pub-
lished during the analyzed periods. Subsequently, we segmented the time series into 
substantive phases of the protest movement using a data-driven approach, namely, 
changepoint analysis (Killick and Eckley, 2014: 2; see Supplemental Appendix C).

For each of the nine identified phases, we examined the relationships between the 
pro-Navalny and pro-government series by fitting vector autoregression (VAR) models 
followed by the Granger (1969) causality test (see Supplemental Appendix D for details). 
As stationarity is a prerequisite for the Granger causality test, we applied the differencing 
procedure whenever necessary based on the augmented Dickey–Fuller (ADF) test 
results, which is a common approach for achieving stationarity in time series analysis 
(Shin, 2017: 33; see Supplemental Appendix E).3

Next, we fitted the VAR models to each protest phase and performed standard model 
diagnostics. VAR lag order information criteria yielded different results across phases, 
ranging from 1 lag for the 14 February protests to 16 for the phase right after. We opted 
for a lag length of 16 (corresponding to 4 hours) for all phases for clarity of interpretation 
and because it produced the lowest levels of residual serial autocorrelation. A similar 
approach was adopted by Freelon et al. (2018) and Bastos et al. (2015), who argue that 
an identical lag order provides better interpretability and comparability.

We examined the structural stability of the models with the ordinary least square-
cumulative sum (OLS-CUSUM) method, heteroscedasticity with the autoregressive 
conditional heteroscedasticity-Lagrange multiplier (ARCH-LM) tests, and multivari-
ate normality with the Jarque–Bera tests (see Supplemental Appendix F).4 While all 
models were structurally stable, many violated heteroscedasticity and non-normality 
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assumptions. To address this, we used a wild bootstrapping procedure for Granger 
causality tests (Hafner and Herwartz, 2009). In addition, to validate the robustness of 
our results and approach, we conducted the analysis using the optimal lag length for 
each series determined by information criteria and diagnostic tests. We also performed 
Granger tests following the standard procedure instead of the bootstrapping method. 
This approach produced results largely consistent with our original findings reported 
below.

Since Granger causality analysis only identifies the presence or absence of a causal 
relationship between variables, we performed an Impulse Response Function (IRF) anal-
ysis (Lütkepohl, 2006) to obtain information about the direction and strength of the iden-
tified causal relationships. While Granger causality analysis suggests that one variable 
Granger-causes the other, IRF analysis shows the extent to which a shock to the first vari-
able impacts the second variable over time. Hence, we combined both methods to under-
stand the relationships between the series better.

To address RQ2, we developed an R application aimed at identifying coordinated 
accounts. Specifically, we based the analysis on “co-retweeting” patterns within short 
time frames, following the approach by Keller et al. (2020). Drawing on the literature 
on coordination detection (Giglietto et al., 2020a; Graham and QUT Digital Observatory, 
2020), we performed a network analysis where users were represented as nodes, with 
links established between nodes when users retweeted the same tweet a certain number 
of times within a predefined time threshold. We analyzed co-retweeting activities across 
15 intervals ranging from 1 second to 1 hour, including accounts that co-retweeted the 
same tweet from at least once to at least ten times. Specifically, we assessed three coor-
dination measures of the networks: synchronization, centralization, and modularity. 
Synchronization was measured by calculating the ratio of the coordinated accounts to 
the total number of accounts, while centralization and modularity were calculated using 
the general method for calculating network-level centralization scores based on node 
degrees (Wasserman and Faust, 1994) and the Louvain method for modularity scores 
(Blondel et al., 2008).5

Results

Pro-Navalny and pro-government mobilization dynamics

RQ1 asked how Twitter activities of pro-Navalny and pro-regime accounts relate to pro-
test events and each other. A comparison of tweet volume alone revealed that pro-Nav-
alny accounts were 17.5 times more active than their pro-government counterparts. 
Figure 1 illustrates the difference in tweeting patterns between pro-Navalny and pro-
regime accounts throughout the protest movement. Higher attention peaks on both graphs 
align with protest days or the days immediately before and after. It is important to note 
that Russia spans 11 time zones—Twitter users in Kamchatka may be awake and tweet-
ing on protest days while it is not even midnight in Kaliningrad. Nonetheless, the graph 
indicates that despite increased opposition activity close to and during protest days, the 
pro-government camp maintained high tweeting activity between the protests on 23 
January and 31 January. A similar tendency is observed before the courtyard protests on 
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14 February, with a surge in preemptive pro-regime tweets occurring during a period of 
reduced activity from pro-Navalny accounts.

A possible explanation of this tendency could be the regime’s concerns about 
upcoming protest waves and their effort to preemptively suppress them by outvoicing 
protesters on Twitter. The most retweeted posts by the pro-government accounts in 
the hours leading up to the protest days mainly consist of encouraging messages and 
videos for the riot police. Although ostensibly intended for law enforcement officers, 
they could also serve to intimidate protesters. In contrast, the most widely shared pro-
Navalny posts from the same time provide information about the upcoming protests 
and offer advice and warnings on behavior during potential detainment. Notably, the 
latter could be provoked by the pro-government narrative and could similarly discour-
age protest participation.

Compared to the protests in January and February, there was notably less Twitter activ-
ity in both camps leading up to, during, and after the protests on 21 April, despite their large 
nationwide scale. This decline could be attributed to the increasing number of protest-
related arrests, limited access of protesters to Twitter, and a reluctance to take the risk of 
posting protest-related content. The most popular tweets before and during 21 April were 
primarily posted by Navalny’s team and friends, calling for urgent medical assistance for 
Navalny and his immediate release. The pro-government tweets, on the other hand, once 
again expressed support for the riot police and threatened the public with detentions. 
Nevertheless, the graph shows that pro-Navalny accounts were remarkably more active 
overall than pro-government accounts throughout the entire protest movement.

Figure 1. Time series of sampled tweets per camp per day (1 January–18 December).
The series show pro-Navalny (dark gray, N = 729,246) and pro-government (light gray, N = 41,642) tweet 
counts on the log-transformed y-axis. Peaks are annotated with relevant events. A plot in the upper-right 
corner shows the temporal distribution of tweets in absolute numbers.
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Before the demonstrations on 21 April, the Russian authorities had reportedly detained 
approximately 17,600 protesters (OVD-Info, 2021a). In February, a journalist was also 
imprisoned for retweeting information about the first street rally (Treisman, 2021). In 
addition, it is worth considering the potential impact of increased pressure from the 
Russian authorities on Twitter itself. As early as March, they started slowing down 
Twitter due to the platform’s noncompliance with content removal requests 
(Roskomnadzor, 2021). The throttling was lifted only in May, underscoring the relevance 
of this pressure to the protest movement and providing another potential explanation 
behind the noticeable decrease in protest-related tweets. Notably, no large-scale demon-
strations have been held since the 21 April protests.

To probe deeper into the relationship between pro-Navalny and pro-government 
tweeting activity, we performed the Granger causality test on each protest phase. The 
results presented in Table 1 show no substantial Granger causality between the pro-Nav-
alny and pro-government series, except for two instances. First, a statistically significant 
Granger-causality effect is observed from pro-government tweets to pro-Navalny tweets 
during the protests on 14 February (p < .05). Second, during the protests on 21 April, 
pro-Navalny tweets Granger-caused pro-government tweets (p < .01). In addition, 
instantaneous relations between the series emerged during the first and second periods 
between protests and during the protests on 21 April. According to these results, we can 
conclude that pro-Navalny tweeting activity provoked the counteraction by pro-govern-
ment accounts during the protests on 21 April, just as it might have done during the 23 
January protests as well (p = .05). Furthermore, the pro-government communication on 
Twitter evoked pro-Navalny accounts’ reaction only during the courtyard protests on 14 
February.

Given that the latter finding might appear counterintuitive, we inspected the content 
of popular tweets posted on 14 February. Pro-government accounts were promoting 
posts supporting veterans and contained related hashtags, particularly highlighting an 

Table 1. Granger causality tests.

Phase Nav → Gov 
(F)

Nav → Gov 
(p)

Gov → Nav 
(F)

Gov → Nav 
(p)

Instant. 
(chi-sq.)

Instant. 
(p)

Navalny arrested 1.275 .342 0.937 .460 1.212 .271
Protest 23 January 1.873 .050 1.708 .098 2.960 .085
Between protests 1 1.020 .387 1.019 .493 6.135 .013
Protest 31 January 1.284 .159 1.050 .167 0.476 .490
Protest 2 February 1.075 .398 0.495 .838 0.124 .725
Between protests 2 1.328 .178 1.456 .128 3.868 .049
Protest 14 February 0.193 .407 2.513 .045 1.418 .234
Between protests 3 1.717 .086 0.995 .546 0.005 .944
Protest 21 April 2.212 .001 1.232 .126 5.379 .020

Cell entries are F-statistics, p-values, instantaneous chi-squares, and instantaneous p-values for Granger 
tests between pro-Navalny and pro-government time series. The direction of causality is depicted by ar-
rows.
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offline pro-government flashmob where school children used drones to write the 
hashtag #ProtectVeterans in the sky. Interestingly, we noticed a decrease in tweets 
expressing support for the riot police compared to the January protests. This shift could 
be attributed to the nature of the 14 February protests, organized as short flashmobs in 
scattered neighborhoods. Navalny supporters extensively shared tweets with the 
hashtag #LoveIsStrongerThanFear, sharing who they met in courtyards and how many 
flashlights they saw that evening. Considering that the pro-government flashmob 
slightly preceded the pro-Navalny one and began to be tweeted earlier that day, the 
Granger causality might reflect this temporal sequence of the events. Alternatively, 
protesters may have tried to diminish the visibility of pro-government hashtags by 
promoting #LoveIsStrongerThanFear.

We further investigated the series that exhibited statistical significance in the Granger 
causality test using the IRF analysis. We found that an increase in the volume of pro-
Navalny tweets resulted in a statistically significant increase in the volume of pro-gov-
ernment tweets during the 23 January and 21 April protests and that the pro-government 
camp had a statistically significant positive impact on the pro-Navalny tweeting activity 
during the 14 February protest (see Figure 2). The main statistically significant effect 
occurred in all these cases after about 1 hour.

Examining the log-transformed and differentiated series allows us to interpret the IRF 
scale in percentage changes. In the case of the 23 January protests, the pro-Navalny 
series had to be differentiated twice to achieve stationarity. However, the IRF is almost 
identical to that resulting from a single-differencing procedure. The most significant 
impact on the pro-government activity becomes evident after 1 hour, where a 1% increase 
in the pro-Navalny tweets determines a 0.88% increase in the pro-government tweets. In 
the case of the 14 February protests, we differentiated the series once. Here, a 1% increase 
in pro-government tweets resulted in approximately a 0.25% increase in tweets support-
ing Navalny after about 75 minutes. Finally, we analyzed the log-transformed series for 
the 21 April protests that did not require differencing. In this case, one log-unit increase 
in tweets in favor of Navalny corresponded to approximately 0.1–0.2 log units in pro-
government tweets in the following period, indicating a 10–20% increase. This effect 
appears to be more sustained over time: a significant peak is recorded at about 1 hour, 
after 15 minutes, and after 2.5 hours, indicating a sustained reaction of pro-government 

Figure 2. Impulse response function.
The plots illustrate the impact over time of a 1-unit change in the series mentioned in the title on the series 
mentioned on the y-axis.
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actors to tweets supporting Navalny. In all three cases, wide confidence intervals pose 
challenges in drawing definitive conclusions regarding potential effects immediately 
before and after the statistically significant peaks.

Pro-Navalny and pro-government coordination patterns

To address RQ2, we measured the synchronization, centralization, and modularity of 
coordinated networks. Our findings show that accounts supporting Navalny were more 
likely to engage in coordinated retweeting and did so more quickly than those who sup-
ported the government. For instance, 9793 accounts in the pro-Navalny network 
retweeted a tweet within 1 second, compared to only 243 in the pro-government network. 
This finding aligns with the overall more intense activity of pro-Navalny accounts, who 
tweeted more on average (M = 7.80, SD = 64.08) than those supporting the regime 
(M = 3.37, SD = 7.78).

Moreover, the pro-Navalny coordinated networks demonstrated higher synchroni-
zation and co-retweet frequencies than the pro-government ones across all time inter-
vals (see Figure 3). However, this difference becomes less pronounced for larger time 
intervals and lower numbers of co-retweets. Interestingly, approximately 50% of users 
in both camps co-retweeted at least once within a 3-minute time frame. In addition, 
around 25% of all users co-retweeted twice or more within half an hour. This suggests 
that the pro-government networks were comparably coordinated within larger 
periods.

Figure 4 presents the centralization scores for the pro-Navalny and pro-government 
coordinated networks, indicating a low degree of centralization within 1 second of co-
retweeting, with a noticeable decline in the centralization scores of these networks as the 
number of co-retweets increased. However, when the time for co-retweeting increased, 
coordinated networks from both sides tended to have more centralized structures.

The pro-Navalny networks showed higher centralization as the number of co-retweets 
increased, particularly at 10 seconds and eight to ten co-retweets, indicating a star-shaped 
structure. Conversely, the pro-government networks tended to be more centralized as the 
number of co-retweets declined, though showing an unstable pattern. Compared to pro-
Navalny networks, most pro-government networks had lower centralization scores, indi-
cating moderate centralization with the highest values at seven to nine co-retweets within 
30 minutes or 1 hour. Therefore, the pro-government networks demonstrated a looser and 
slower organization of coordination compared to the highly centralized pro-Navalny 
networks.

Figure 5 shows the modularity values for the coordinated networks of the pro-Nav-
alny and pro-government camps within different time frames and co-retweet numbers. In 
general, modularity values above 0.3 indicate a significant community structure in a 
network (Clauset et al., 2004). Correspondingly, we found that pro-government coordi-
nated networks were more effectively organized into distinct communities than those 
supporting Navalny. The latter consistently showed higher modularity only when the 
number of co-retweets was equal to one. Interestingly, as the duration and frequency of 
co-retweeting increased, the number of coordinated pro-government networks with high 
modularity also increased. This finding suggests that the coordinated networks backing 
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Figure 3. Synchronization of coordinated users.
The y-axis displays the proportion of coordinated users, the x-axis displays the number of co-retweets, and 
each plot represents a time window in seconds.

the government contained multiple groups actively engaged in co-retweeting. Notably, 
such networks tended to co-retweet fewer posts within shorter time windows, for exam-
ple, only one tweet within 1 second, two within 10 seconds, three within half a minute, 
and so on. This could indicate a deliberate delay in their co-retweeting activity.

Discussion

This study conceptualized and examined protest-related connective action and counter-
action in an authoritarian context, applying Bennett and Segerberg’s (2013) connective 
action framework. Using time series analysis, we first analyzed the dynamic interplay 
between Twitter activities of pro-Navalny and pro-government accounts and how these 
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relate to offline protest events. Second, we focused on coordination as a main structural 
characteristic of connective action (Bennett and Segerberg, 2013) and analyzed co-
retweeting networks of pro-Navalny and pro-regime accounts, thereby distinguishing 
three related but distinct aspects of coordination: synchronization, centralization, and 
modularity.

Our time series analyses showed that protesters were significantly more active on 
Twitter during the first month of the movement than their pro-regime counterparts. 
Nonetheless, pro-regime accounts appeared to intensify their Twitter activity and sus-
tain it right before the protest days. Interestingly, tweeting activity from both sides 
declined following the February protests and remained low before the April protests 

Figure 4. Centralization of coordinated networks.
The y-axis displays the centralization score (0 = completely decentralized, 1 = completely centralized), the 
x-axis displays the number of co-retweets, and each plot represents a time window in seconds.
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despite their large nationwide scale. This trend may be attributed to factors such as the 
throttling of Twitter by the Russian government from March to May as a form of cen-
sorship (Xue et al., 2021), alongside increased government repression targeting both 
participants in the initial protests (OVD-Info, 2021a) and those who retweeted about 
them (e.g. Treisman, 2021).

Moreover, Granger-causality tests revealed important insights into the relationship 
between pro-government and pro-Navalny tweeting activities during three key pro-
tests. Specifically, pro-Navalny tweets led to a pro-regime reaction during the protests 
on 21 April and likely on 23 January. Conversely, during the 14 February protests, 
pro-government tweets preceded counteractions from pro-Navalny accounts. This 
inconsistent directionality points to the dynamic and reactionary nature of digital 

Figure 5. Modularity of coordinated networks.
The y-axis displays the modularity values, the x-axis displays the number of co-retweets, and each plot 
represents a time window in seconds.
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protest and repression. One possible explanation for the counterintuitive finding from 
the 14 February protests is that protesters may have been aware of the pro-regime 
strategies and responded with their own narrative, thereby resisting the impact of 
repression. Another plausible explanation involves the inclusive personal action 
frame, which has the potential to amplify connective action (Bennett and Segerberg, 
2013), as exemplified by the motto #LoveIsStrongerThanFear. It transcends specific 
political affiliations, focusing instead on a personalized and shareable idea. When 
such ideas evolve into memes, they become widespread and powerful tools of protest 
communication in Russia (Shomova, 2022).

Another possible explanation is an attempt to diminish the visibility of pro-regime 
tweets posted just before the courtyard protests of 14 February. Notably, this counterac-
tion occurred a month before the government implemented Twitter throttling. It is con-
ceivable that in the absence of such infrastructure-level censorship, the regime’s strategy 
was to target digital communication on Twitter itself, provoking counteraction. This 
aligns with the research of Keremoğlu and Weidmann (2020), highlighting the signifi-
cance of content control by authoritarian regimes, especially when restricting access to 
specific content is not feasible. This could also explain the pro-regime counteraction to 
the protests on 23 January and 21 April, where the pro-government accounts responded 
to an inundation of pro-protest tweets by stirring up the riot police online. These findings 
suggest an extensive use of organizationally brokered networks by the authorities and 
their supporters in collective repression against protesters. Adopting Bennett and 
Segerberg’s (2013) lens, we can view pro-regime actors as organizations in the fore-
ground who utilize their high resource brokerage to suppress dissent, with social media 
tactics serving as a supplementary tool.

Further findings regarding the structural characteristics of the coordinated networks 
support the above classification. Specifically, the pro-regime coordinated networks show 
robust modularity, characterized by numerous groups actively involved in co-retweeting. 
Similar observations were reported by Keller et al. (2020), who attributed this tendency 
to the division of astroturfing agents into smaller teams operating in various Internet 
cafes to orchestrate a disinformation campaign. Moreover, most hashtags in pro-govern-
ment tweets, such as #WorkBrothers, #ProtectVeterans, or #NavalnyIsEnemyOfRussia, 
focus on a shared goal or purpose. According to Bennett and Segerberg (2013), such 
collective action framing is commonly used for organizationally brokered collective 
action and uncommon for connective action.

Interestingly, similar characteristics can be recognized in the tweeting activity of pro-
Navalny accounts. They have a high proportion of coordinated accounts that use hashtags 
with abstract collective action frames, such as #freeNavalny, #RussiaWillBeFree, or 
#RussiaWithoutPutin. Nevertheless, unlike the pro-government coordinated networks, 
the pro-Navalny networks were not organized into many distinct communities. Instead, 
they show little modularity for multiple co-retweets across all time windows, except for 
the 1-second interval. Co-retweeting more than once in such a short time frame might 
suggest the presence of some (semi-)automated accounts (Keller et al., 2020) used for 
scaling up the protests, while the lower modularity observed across the remaining inter-
vals indicates that pro-Navalny tweeters did not coordinate in multiple stable groups.
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Nevertheless, their coordinated networks tend to be highly centralized, indicating the 
presence of influential Twitter accounts whose tweets are often retweeted. Following a 
post hoc investigation, we identified several opposition figures and ordinary users 
among the most retweeted accounts, with the official account of Navalny’s team (@
teamnavalny) playing a central role. This observation aligns with the findings of Toepfl 
(2018), who noted that leading Russian opposition activists transitioned from connec-
tive to collective action during the 2011–2013 protests. Our study corroborates this 
trend, suggesting that a decade was insufficient for the opposition to reduce centraliza-
tion and ignite a more successful crowd-enabled action in 2021. Therefore, even though 
both protest and repression on Twitter resemble organizationally enabled connective 
action, they still tend to adhere to the logic of conventional collective action due to 
highly organized coordination.

The findings of this study should be interpreted with caution. While Twitter API v2 
provided comprehensive data on online protest and repression, the sampled data omits 
deleted tweets. Deletions can occur for various reasons, including account protection, 
suspension, or self-censorship, which are significant considerations when studying 
repressive regimes. To assess the magnitude of this issue, we checked the compliance 
status of our data sets 2 years after the start of initial data collection.6 The results showed 
that 81.3% of all tweets in the pro-Navalny data set were still available through the 
Twitter API, while 77.44% of the pro-government tweets could still be collected. In the 
pro-Navalny data, unavailability was due to protected user accounts (6.07%), deleted 
tweets (4.93%), deleted user accounts (3.97%), account suspension (3.54%), and deacti-
vated user accounts (0.15%). In the pro-government data, unavailability was due to 
account suspension (14.49%), protected user accounts (3.27%), deleted user accounts 
(3.22%), deleted tweets (1.31%), and deactivated user accounts (0.26%). Therefore, a 
suggestion for future research in authoritarian contexts is to collect data as close to the 
dates of protest events as possible while monitoring and documenting observations on 
trending hashtags.

Another limitation concerns hashtag overlaps within pro-Navalny and pro-govern-
ment tweets, affecting less than 1% of our data. Due to the insignificant number, we 
opted to retain these tweets. Similarly, we included potentially irrelevant or contradictory 
tweets, as their proportion was minimal in the validation samples and did not introduce 
systematic bias to the results (see Supplemental Appendix B). Finally, as Twitter does not 
reflect the general population, the findings cannot be generalized beyond the platform 
(Lazer et al., 2021). Future research could collect data from multiple social media plat-
forms to draw conclusions about a broader population. In the Russian context, exploring 
potential avenues could involve examining platforms, such as Telegram and YouTube, 
both widely used and accessible (as of January 2024).

Notwithstanding these limitations, our study contributes to the understanding of digital 
protest and repression dynamics within authoritarian regimes. It posits that digital repres-
sion may manifest as a genuine countermovement while being organized through coordi-
nated accounts. Assuming it is organized by the government, the regime initially allows 
digital protest, likely for the reasons articulated in Toepfl (2020), such as gathering infor-
mation about society, opposition, and grievances. Simultaneously, it endorses counterac-
tions to online protests to increase the perceived risks of participating in street 
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demonstrations. This is achieved by covert information channeling (Earl et al., 2022), 
expressed in demonstrative support for the government. While such actions may some-
times succeed in marginalizing oppositional voices (Spaiser et al., 2017), our findings indi-
cate that in 2021, the opposition was notably more vocal on Twitter compared to their 
pro-regime counterparts. When the opposition effectively counters repression, the govern-
ment may employ heavier measures, such as throttling and arrests. To gain a deeper under-
standing of this interplay, we recommend conducting further studies to explore the 
dynamics of connective action and counteraction, focusing on the role of coordinated net-
works. The R application developed in this study serves as a convenient tool for identifying 
and studying such networks.7 Moreover, with reliable access to data, a similar approach can 
be employed for platform auditing or investigating a range of social media phenomena 
beyond authoritarian regimes. This includes but is not limited to examining social move-
ments and countermovements, polarization dynamics, and the spread of disinformation.
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Notes

1. Data were collected using the academictwitteR R package (Barrie and Ho, 2021).
2. We used the tidyverse (Wickham et al., 2019) and the gridExtra (Auguié and Antonov, 2017) 

R packages.
3. We used the tseries (Trapletti and Hornik, 2022) R package.
4. We used the vars (Pfaff, 2008a, 2008b) R package.
5. We used the igraph (Csardi and Nepusz, 2006) R package.
6. We used twCompliance (Schatto-Eckrodt, 2022) R package.
7. The R application was later expanded into the R package CooRTweet, accessible at https://

cran.r-project.org/web/packages/CooRTweet/index.html.
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